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1.0 Purpose 

To establish a policy to protect confidential customer information 
 

2.0 Organizations affected 
Clean Energy Alliance 
All Clean Energy Alliance Member Agencies 
 

3.0 References 
Privacy & Customer Confidentiality Policy #CEA-03 
 

4.0 Definitions 
4.1 Confidential Information 

Customer information that is not considered public information including but not 
limited to social security number, taxpayer ID number, San Diego Gas & Electric 
(SDGE) or Clean Energy Alliance (CEA) customer or service account information 
including customer name(s), service addresses, billing addresses, telephone 
numbers, email addresses, account numbers and electricity consumption. 
 

5.0 Policy 
5.1 Ensuring Customer Confidentiality is Protected 

To ensure that all employees protect the integrity of the CEA’s confidential 
information as well as the confidentiality of others, confidential information may 
not be shared with unauthorized individuals within or outside of the organization 
and may not be transmitted via email, except where reasonably necessary to 
conduct CEA’s business or provide services to customers as required by the 
California Public Utilities Commission (CPUC). 
 

5.2 Examples of reasonably necessary business purposes include but are not limited 
to when such disclosure is necessary to: 
a) Comply with law, regulation, or court order; 
b) Enable CEA to provide services to its customers; 
c) Collect unpaid bills; 
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PROTECTION OF CONFIDENTIAL INFORMATION POLICY ACKNOWLEDGEMENT 
 
 
 
I have read the Protection of Confidential Information Policy and understand its 
provisions.  I understand that to ensure protection of the integrity of the CEA’s 
confidential information as well as the confidentiality of others, confidential information 
may not be shared with unauthorized individuals within or outside of the organization 
and may not be transmitted via email. 
 
I accept responsibility for any action performed under my user name and password. 
 
I understand that handling and use of confidential information in violation of the 
Protection of Confidential Information Policy may result in employee discipline, up to 
and including termination. 
 
By signing this form, I agree to abide by the Policies currently in place and I agree to 
review periodically any changes or modifications.  I understand that my regular review 
of policies is required.   
 
 
 
 
 
 
Employee Name (Print): ____________________________________________________ 
 
 
Employee Signature: ________________________________  Date:_________________ 
 
 
Department Head 
Signature:________________________________________  Date:__________________ 
 
(To be filed with Human Resources) 
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